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UK inflation reaches record low of 0.3%

Drop in petrol prices and supermarket price war push inflation to slowest pace since records began in 1989

UK inflation fell to the lowest level on record in January as the sharp drop in global oil prices fed through to petrol pumps and food prices continued to fall amid a supermarket price war.

The government’s preferred measure of inflation fell to 0.3% in January from0.5% in December, the slowest pace since equivalent records began for the consumer prices index in 1989.

The Office for National Statistics said the drop in inflation was driven by falling fuel and food prices. The chancellor, George Osborne, welcomed the news as a “milestone for the British economy” that will ease the pressure on household budgets as he sought to rebuff fears that the UK could be headed towards “damaging deflation”.

Economists in the eurozone and the UK have been watching for signs of a deflationary spiral where consumers and businesses put off spending in anticipation of lower prices. They were reassured by the news on Tuesday that core inflation, which excludes the more volatile prices such as food and energy, actually rose in January, edging up to 1.4% from 1.3% in December, partly on the back of smaller clothes discounts compared with a year ago.

For now there was little reason to fear the UK was prone to the deflationary threat stalking the eurozone, where consumer and business spending was lacklustre and so less likely to fend off a downward spiral in prices, experts said.

John Hawksworth, chief economist at PwC commented:

There is certainly no sign of the systemic deflation that took a grip on Japan in the 1990s and the eurozone more recently. In particular, domestic demand growth remains relatively buoyant in the UK, helped by the windfall gains to consumers from lower petrol and food prices. This has put real wages back on an upward track for the first time since the recession.

Rob Wood, chief UK economist at the German bank Berenberg, said there were many reasons a deflationary spiral was unlikely in the UK, including solid growth and falling unemployment. He added:

With every decline in inflation, the screams about ‘Japanification’ and deflationary spirals will probably get louder. But those worries are overblown. Developments in the UK just recently have very little, if anything, in common with Japan.

The UK has not seen low inflation because domestic wages are falling, or because the authorities have left problems in the banking system to fester. Rather the UK is seeing low inflation primarily because oil prices have tanked and sterling’s rise has made imports cheaper.”

Falling food and fuel prices take inflation lower in January

The ONS data did reinforce expectations that the UK will experience inflation falling into negative territory, albeit briefly, in coming months. The last time headline inflation was negative in Britain was in March 1960, according to the closest comparable data from the ONS.

“We think that a brief period of deflation is imminent,” said Paul Hollingsworth, UK economist at the thinktank Capital Economics.

Whilst only Eon’s cut to gas prices came into effect in January, the other utility companies’ price cuts should feed through between now and April. In addition, although we have probably seen the full impact of lower oil prices on petrol prices, we have almost certainly not seen the full effect trickle down to other goods. Accordingly, we still think that the UK will experience a brief period of deflation around March or April this year.

With little sign that low inflation is becoming entrenched, though, the UK’s period of deflation should be of the “good” sort.

The figures follow a warning from the Bank of England last week that Britain is sliding towards its first bout of negative inflation in more than half a century. But the Bank governor, Mark Carney said strong economic growth should stave off the threat of a deflationary spiral.

Carney and his fellow policymakers have a government-set target of inflation at 2%. The governor has said that if low inflation persists for longer than expected and the global economy is weaker, the Bank stands ready to cut interest rates further from the current record low of 0.5% and to pump more money into the economy through quantitative easing. But policymakers have repeatedly said they expect the next move in interest rates will be up.

Business lobby group the British Chambers of Commerce said the latest figures showed the Bank must not hurry into raising rates.

Its chief economist, David Kern, said:

With inflation set to remain low, these figures further strengthen the case for the MPC to keep interest rates on hold until at least 2016.”

With the cost of living a key battleground in the run-up to May’s election, Osborne seized on the impact of lower inflation on families’ finances. He said:

Today we see lowest CPI inflation ever – a milestone for the British economy. It is great news for families whose budgets will stretch even further ...

Although the low inflation is, as the Bank of England confirmed last week, driven by lower food and energy prices rather than damaging deflation, we will remain vigilant to all risks, particularly when the global economic situation is so uncertain.”

Labour emphasised that many households were still feeling the effects of years of wages falling in real terms as pay rises failed to match or beat inflation.

The shadow treasury minister, Cathy Jamieson, said:

Inflation is falling around the world because global oil prices have plummeted. But in Britain wages continue to be sluggish and working people are £1,600 a year worse off under this government.”

The FTSE 100 closed at its highest level for more than 15 years, as the prospect of a rise in interest rates receded following the inflation data. The leading index finished 41.08 points higher at 6898.13, its highest point since the record close of 6930 on 30 December 1999, the peak of the dotcom boom.
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Big six energy firms overcharging customers by up to £234 a year

Investigation by competition regulator shows long-term dual fuel consumers missed out on savings by not switching providers

The energy secretary has warned that Britain’s big energy suppliers risk being broken up after the competition regulator said they charge loyal, often vulnerable customers up to £234 a year more than those who shop around.

In a progress report on its investigation into the energy industry, the Competition and Markets Authority found that 95% of dual fuel customers on standard variable tariffs could have saved £158 to £234 a year if they had switched provider between early 2012 and early 2014.

The CMA said customers who did not switch were more likely to be on low incomes, over 65, living in social housing and without qualifications. Customers on standard variable tariffs were also more likely to be disabled, a single parent and struggling financially.

The result is that the big suppliers – SSE, Scottish Power, British Gas owner Centrica, RWE npower, E.On and EDF Energy – are likely to exercise market power over those customers, the CMA said.

“We have observed that the six large energy firms have consistently charged higher prices for the SVT for gas and electricity compared with non-standard tariffs, which provides some support for the view that these suppliers can segment the market and price discriminate,” the regulator said.

Ed Davey, the energy secretary, said the government had encouraged new smaller providers to set up but that tougher action may be needed, including breaking up companies that between them control about 92% of the energy supply market.

“What I’m looking forward to with this inquiry is to see evidence of whether we need to go further and faster and we won’t flinch if that is what’s needed. If some of the energy companies are abusing their market power I think that is actually wrong... because they are giving the best deals for new customers and not sharing some of the benefits with their loyal customers,” Davey told the BBC’s Today programme.

 “I’ve always said if there needs to be further action I certainly wouldn’t shrink from seeing an energy company broken up but that has to be done with real evidence. If the evidence from the CMA is that the next step ought to be broken up, I as a Liberal Democrat will make it clear we wouldn’t flinch from taking that tough action.”

The big six suppliers are Centrica, formerly the state monopoly gas company British Gas, and the successors to the big regional electricity companies. The CMA found that customers were unlikely to switch from their established provider.

About 40% of domestic gas customers at Centrica have been with the company for more than 10 years. About 40% to 50% of domestic electricity customers of big suppliers have been with their provider for 10 years or more, apart from one supplier where the proportion is 60% to 70%. 
The CMA launched its investigation last July after a referral by the energy regulator, Ofgem. Last month, Ofgem said the big suppliers were using the falling price of gas to increase their profits despite announcing a wave of cuts to customer bills.

Energy companies have rejected Ofgem’s calculations but the CMA said its initial view was that the widening gap between wholesale gas prices and household bills indicated a lack of competition.

Energy prices are high on the political agenda after Labour leader Ed Miliband used his 2013 conference speech to say the party would freeze prices if it won the election. High energy costs have contributed to the squeeze on household budgets.

Richard Lloyd, executive director of consumer group Which?, said: “This is a watershed moment for the energy market as the CMA confirms what we’ve known all along: that competition is not working for consumers.

“The Competition and Markets Authority now needs to develop a set of solutions to repair the market and make it work for everyone, not just the suppliers. This must include establishing a fair price that people can trust, to restore consumer confidence in the energy system. Consumers will also be looking to politicians of every party to set out how they’ll deliver fair and affordable energy prices in the future.”

The CMA said it had not yet reached any conclusions. It will publish its provisional findings in May.
http://www.theguardian.com/uk-news/2015/feb/18/big-six-energy-firms-overcharging-customers-by-up-to-234-a-year
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NatWest and RBS launch access to accounts at the touch of a finger

Banks’ new app will allow customers with iPhones 5S and later secure access to their accounts using Apple’s Touch ID

Customers of NatWest and Royal Bank of Scotland will no longer have to remember their passwords and be able to access their bank accounts online with just a touch of their fingerprint – but only if they have an Apple iPhone.

From 19 February, NatWest and RBS customers with an iPhone 5S, iPhone 6 andiPhone 6 Plus will be able to access their bank account online using Apple’s Touch ID fingerprint sensor, in what the bank claims is a first in Britain.

Apple’s fingerprint sensor – a detection ring built in to the home button – was introduced in 2013, and has quickly proven to be one of the best fingerprint scanning implementations available. Now present on the iPhone 6, iPhone 6 Plus, iPad Air 2 and iPad Mini 3, Touch ID allows users to securely unlock their devices and authenticate purchases via iTunes or the App Store with just their finger or thumb, removing the need to constantly enter in their passwords.

The list of third-party apps adopting Touch ID to secure their contents or authenticate purchases has expanded in recent months with apps including Evernote and Dropbox, password managers such as LastPass and 1Password, and shops such as Amazon all now supporting the fingerprint sensor.

A spokesman for RBS NatWest said: “Never has banking for UK customers been more at their fingertips, or fingerprints. RBS and NatWest customers will be the first of any UK-based bank to be able to log in to their mobile banking app using only their fingerprint. The technology recognises customers’ unique finger print so they don’t have to remember a tricky login passcode.”

RBS said nearly half of its 15 million customers actively use online banking, with more than 3 million customers using the mobile app every week. It estimates that it has around 1.8 million active iPhone users, of which 880,000 use an iPhone 5s, iPhone 6 or iPhone 6 plus. It says 167,000 customers use the banking app each day on their way to work between 7am and 8am.
http://www.theguardian.com/money/2015/feb/18/natwest-and-rbs-launch-access-to-accounts-at-the-touch-of-a-finger
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UK mortgage lending to landlords soared in last quarter of 2014

Bank and building society lending for buy-to-let far outstrips loans to first-time buyers

Lending for buy-to-let soared by 26% during the last three months of 2014, far outstripping the growth in lending to first-time buyers, according to figures from the Council of Mortgage Lenders.

Banks and building societies handed loans worth £7.7bn to landlords in the fourth quarter of 2014, up 32% on the same period a year earlier. Meanwhile lending to first-time buyers was £11.6bn, down 2% on the previous quarter but up 5% over the year.

The number of loans for buy-to-let across the whole of 2014 totalled 197,700, up 23% compared to 2013. Mortgages awarded to first-time buyers also increased during 2014, but at a slower pace. First-time buyers in 2014 took out 311,500 loans, up 15% on 2013, boosted by the government’s Help-to-buy scheme.

Total lending for house purchase rose 1.5% month-on-month in December, although it was down by 5.1% year-on-year.

The figures will add to the growing controversy over the decline in home ownership in the UK and the scale of tax breaks given to landlords. Figures from campaign group Generation Rent suggest landlords could be gaining as much as £26.7bn a year from the taxpayer, equal to £1,011 each for the country’s 26.4m households.

Separate data from the Office for National Statistics on the property market during 2014 also confirm the slowdown in price increases in the latter part of the year. It said house prices rose 0.7% month-on-month in December after rising just 0.2% month-on-month in November and 0.1% in October. The year-on-year increase in house prices moderated to a nine-month low of 9.8% in December from 9.9% in November and 12.1% in September (the highest rate since July 2007).

The London market is coming off the boil, with the annual rate of increase in prices in the capital falling back to an 11-month low of 13.3% in December from a peak of 20.1% in May 2014. However, annual house price inflation outside London moved up in December to 8.5%

The average UK house price in December 2014 was £272,000, up £1,000 from November 2014 but below the peak of £274,000 in August.

Shelter’s chief executive, Campbell Robb, said: “Another rise in house prices is yet another blow to the millions of people across the country with barely a hope of getting on the housing ladder, no matter how hard they work or save.

“When young people have to save for more than a decade before they can scrape together a deposit, and their only choice in the meantime is to remain stuck in their childhood bedrooms or paying out dead money to landlords, there is a serious problem. The only way to solve this problem once and for all is for politicians to finally commit to building the genuinely affordable homes we desperately need.”
http://www.theguardian.com/money/2015/feb/17/uk-mortgage-lending-landlords-first-time-buyers
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How safe are you and your bank from cyber-attack?

We look at the implications for your cash and personal data if your bank succumbs to a cyber-attack

Should you be having sleepless nights stressing about your bank’s cybersecurity defences? A report by the security firm Kaspersky Labs claims that a multinational gang of cybercriminals stole up to $1bn over a two-year period by infiltrating more than 100 banks across 30 countries.

In January, the Bank of England warned banks in the UK that they were facing an “ever-present, ever-evolving threat” from hackers and cybercriminals, and should expect that attempts to penetrate their networks would be successful.

What implications are there for you, your personal data, and your money?

Zero day attacks

One of the biggest dangers facing banks at the moment is a zero day attack, which exploits weaknesses in software before a patch has been developed. “A zero day attack is an attack that’s been developed specifically to bypass traditional security measures,” says Ross Dyer, the UK technical director for Trend Micro, which provides security solutions for banks. “It’s a new piece of malware that no one’s ever seen before, so nobody says: ‘This is malicious, let’s block it.’”

Banks that have taken advanced security measures can use a defensive technique, known as “sandboxing”, to isolate the malicious code of a zero day attack before it is executed, then analyse and identify it as malware.

Dyer says he is aware of a specific project at one major UK bank, which he cannot name, that is urgently trying to shore up its defences against a zero day attack following pressure from the Bank of England.

“If I was a customer of that bank and they weren’t protecting against zero day attacks, I’d take my money out of there,” says Steve Bell, spokesman for internet security firm Bullguard. “If a bank hasn’t got defences against zero day attacks, they really don’t have a handle on cybersecurity.”

The Bank of England declined to comment on whether it had told any UK banks to build defences against a zero day attack, but it is openly encouraging banks and other financial institutions to take part in a new, tailored – and entirely voluntary – programme of testing which it has developed, known as Cbest. This test deliberately seeks to highlight the vulnerabilities in a bank’s systems, partly so that a bank can protect itself against a zero day attack,together with other issues. British and US intelligence agencies will also play a series of war games against the financial sector to test their resilience to cyber-attacks this year.

What will happen if a cyber-attack succeeds?

You could be unable to access your bank account online. Both the HSBC and NatWest sites, for example, have been brought to a standstill by hackers in the past.

ATM systems may also fall victim to a cyber-attack: the Federal Financial Institutions Council, a US regulator, says that cybercriminals stole more than $40m from 12 debit card accounts via an ATM hack last year.

Elsewhere, a Ukranian cybergang managed to transfer at least $15m – in chunks of less than $10,000 – from hundreds of compromised accounts at different US financial institutions to prepaid cards they controlled.

Your personal details may also end up in the hands of a hacker. In June 2014, hackers managed to steal the contact details (addresses, phone numbers and email addresses) from JPMorgan in a breach that affected 76m households and 7m small businesses. It may have originated from the theft of a single employee’s login credentials, according to the New York Times. “Fundamentally, the weak link in the whole chain is the human,” says Dyer.

In the worst case scenario, the Bank of England’s executive director Andrew Gracie says a successful attack on a bank today could not only result in the corruption or loss of data held in the bank’s systems, but also “a complete loss of systems, disrupting a firm’s capacity to operate”. He said in a recent speech: “The threat is there not only to steal data but to disrupt or destroy the functions of a firm.”

Is your bank well-protected?

Banks in the UK spend at least £700m a year on cybersecurity, according to the British Banking Association (BBA) – but there is no way to know which banks spend the most or are the best protected.

The Bank of England has, however, analysed the “cyber resilience” of the 36 financial firms that make up the core of the financial system and stressed that it did not find any immediate critical shortcomings, just areas for improvement. It refused to discuss the information it had uncovered about the individual vulnerabilities of various banks and the results of its Cbest testing are confidential.

What steps are banks taking?

Some, such as HSBC, have publicly made a point of recruiting former military intelligence officers to strengthen their systems against cyber-attacks, and some have also hired geopolitical analysts to monitor global threats.

To prevent the spread of cyber-attacks, banks are also privately sharing information about their own cyber threats and vulnerabilities with other firms, IT analysts and government agencies in real time, on a new government platform called Cisp.

Can you protect yourself?

You can’t prevent a cyber attack on your bank, but you can be vigilant about your own accounts, says Joram Borenstein, a spokesperson for Nice Actimize, an IT security firm for global financial institutions.

If you notice any unusual activity, however small, consider reporting it.

There is no obligation on a bank to tell its customers that the bank has been the subject of a cyber-attack. Nevertheless, the Financial Conduct Authority does expect banks to tell any customers about an attack if those individuals suffered a direct or indirect financial loss (for example, through the theft of their personal data) as a result of the attack.

Yet, even when a bank has identified that a customer has been a victim of a cyber-enabled fraud, the BBA would only say that in most cases customers will be told.

“Often, incidents are minor and the banks don’t disclose everything,” says Borenstein. “It’s not uncommon for, say, cards to get replaced for reasons that banks don’t tell you about.”

Bell describes another scenario: “Imagine your bank says: Sorry, there was a technical error in your bank account, you’ve lost £2 and it’s been reimbursed. You might think: OK, no big deal.

“But if hackers can access 2m accounts, and siphon off a little bit from each, they can scoop up millions – and the bank probably wouldn’t want to publicise this.”

Borenstein adds: “We don’t read about attacks on the banks on a daily basis, but I know for a fact in the UK that it’s a regular occurrence.” That’s why, he says “the major banks have teams monitoring alerts, unusual behaviour and spikes in activity, 24/7”.

Should you be worried about losing your money?

“Broadly speaking, customers will not be liable for any transactions on their accounts that they have not authorised if these are a result of a cyber-attack on the bank,” the FCA said, adding that you may also be entitled to compensation for losses you have incurred if your bank fails to execute your transactions properly (for instance paying a standing order late) or has failed to take proper care of your personal information, due to a cyber-attack.

The FCA also emphasised that all bank deposits up to £85,000 are protected by the Financial Services Compensation Scheme and that it has the power to fine banks heavily if they fail to put adequate systems and controls in place to identify and manage IT risks.

• This article was amended on 18 February 2015. An earlier version misnamed Joram Borenstein as Johann Borenstein and, because of an editing error, misattributed a quote from him to Steve Bell.
http://www.theguardian.com/money/2015/feb/17/how-safe-you-bank-cyber-attack
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UK employment rate hits highest level since records began

Proportion of workforce in a job rose to 73.2% and employment rose by 103,000 in last quarter of 2014, according to the Office for National Statistics

David Cameron’s claim that Britain is the “jobs factory of Europe” has received a boost from news that the employment rate has surged to the joint highest level since records began in 1971.

Employment increased by 103,000 in the three months to December, according to the Office for National Statistics (ONS), driving the employment rate to 73.2%, as the economy continued to grow at a healthy pace.

The ONS said that was higher than the pre-crisis peak of 73%, recorded in early 2008, and has only been matched once, in 2005, since records began more than 30 years ago.

The prime minister has said he wants to create full employment, and the latest rise will boost his hopes of stoking a feelgood factor among voters in the runup to the general election in May.

The ONS pointed out that the record employment rate for women, at 68.5%, partly reflected the increase in the state pension age, “resulting in fewer women retiring between the ages of 60 and 65”.

Unemployment fell by 97,000 over the three-month period to 1.86 million, the ONS said, and average wages rose at the fastest pace since mid-2013. The unemployment rate continued to decline, to 5.7%.

Measured on the claimant count, which only includes the number of people in receipt of out-of-work benefits, unemployment also fell, by 36,300 in the month to January, to 843,100.

Average pay including bonuses was up by 2.1% on an annual basis, the ONS said. With inflation running at an annual rate of just 0.5% in December, that confirmed that the long-running squeeze on living standards has come to an end for the time being.

John Philpott, the director of The Jobs Economist, pointed out however that without factoring in bonuses, pay growth remains relatively weak, at 1.7%.

“Although the December bonus season pushed growth in total average weekly earnings above 2%, underlying pay pressure as measured by regular average weekly earnings fell slightly.

“This suggests that the jobs rich economic recovery is still failing to boost labour productivity, which does not bode well for long-term improvement in UK living standards, even if very low price inflation is at present helping to raise real incomes,” he said.
http://www.theguardian.com/business/2015/feb/18/uk-employment-rate-hits-highest-level-since-records-began
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Oil prices likely to stay at $60 a barrel for two years, energy group predicts

IEA says US shale gas industry is suppressing prices but fracking boom cannot last forever

Oil prices are likely to stay at $60 a barrel or lower for the next two years as US shale extraction continues to suppress prices, according to the International Energy Agency’s latest report.

After plunging from $115 a barrel in June to little more than $45 in January, the price of Brent crude has rallied recently, but the IEA said price pressures could have further to go.

“Despite expectations of tightening balances by end-2015, downward market pressures may not have run their course just yet,” the IEA, which advises mainly developed economies on the oil market, said in a monthly report.

Brent crude fell 66 cents to $57.68 a barrel on Tuesday, ending three straight days of gains. The IEA predicted an average price of $55 this year with prices rising to $60 in 2016.

In its medium-term oil market report, the IEA said the fall in the oil price would cause a pause in the US shale, or fracking, boom. But the US will remain the top source of supply growth for the next five years.

Opec has refused to cut output to support the oil price, instead allowing prices to fall in the hope that smaller US operators would be forced out of business. The IEA predicted the clear-out would be limited and insufficient to restructure the market fundamentally.

“The market rebalancing will likely occur relatively swiftly but will be comparatively limited in scope,” the agency said. “The price correction will cause the North American supply ‘party’ to mark a pause; it will not bring it to an end.”

The IEA also reduced its estimate for global oil demand from its previous medium-term outlook, published in June. Consumer inflation in China droppped to a five-year low for January, raising concerns about oil demand in the world’s second-largest economy.

Supply growth from the US will slow sharply at first but will regain its momentum but Russian production will fall in the next five years, the report forecast.

“Russia, facing a perfect storm of collapsing prices, international sanctions and currency depreciation, will likely emerge as the industry’s top loser,” it said.

Opec on Monday forecast demand for its oil this year would be higher than expected as its refusal to prop up prices hits other producers.

http://www.theguardian.com/business/2015/feb/10/oil-prices-likely-to-stay-at-60-a-barrel-for-two-years-energy-group-predicts
